**Справка**

**по итогам внутриучрежденческого контроля в МБОУ «Масальская СОШ» за соблюдением требований и норм Федерального закона Российской Федерации от 27.06.2006 «О персональных данных» № 152-ФЗ**

**Цель проверки:** контроль соблюдения требований Федерального закона «О персональных данных» № 152-ФЗ при заполнении регионального сегмента.

**Сроки проверки:** 23.05.-27.05.2016

**Формы и методы проверки:** изучение данных

**Проверку проводила** ответственный за организацию УВР Савельева М.П.

**Проверялись вопросы:**

Проверка документации:

1. Список информационных систем и их параметры.
2. Правовое основание обработки персональных данных.
3. Описание мер, предусмотренных ст. 18.1 и 19 Закона.

**Определена цель обработки персональных данных:**

* оказание образовательных услуг,
* ведение базы ГИА,
* осуществление мониторинга ввода сведений в АИС "Сетевой город. Образование"

**Проверкой установлено:**

1. Организован режим обеспечения безопасности помещений, в которых размещены информационные системы, препятствующий возможности неконтролируемого проникновения или пребывания в этих помещениях лиц, не имеющих права доступа в эти помещения;
2. Обеспечивается сохранность носителей персональных данных;
3. Утвержден перечень лиц, доступ которых к персональным данным, обрабатываемых в информационной системе, необходим для выполнения ими служебных (трудовых) обязанностей;
4. Назначено должностное лицо, ответственное за обеспечение безопасности персональных данных в информационной системе;
5. Разработано "Положение об обработке персональных данных", выдержки из которого опубликованы на сайте;
6. Разработаны инструкции администратора, пользователей ИСПДн, инструкции по антивирусной, парольной защите, инструкция по работе с материальными носителями персональных данных, инструкция о порядке обслуживания средств вычислительной техники;
7. Утверждены границы контролируемой зоны, перечень помещений, в которых осуществляется обработка персональных данных, список мест хранения материальных носителей персональных данных;
8. С сотрудников, допущенных к обработке персональных данных, взято "Обязательство о неразглашении сведений конфиденциального характера и персональных данных", проведен инструктаж по информационной безопасности;

В ОУ приняты меры по обеспечению и принятию организационных и технических мер для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных:

1. назначены ответственные за организацию обработки персональных данных,  
2. утвержден актом локальный акт: «Положение по обработке персональных данных», в котором рассмотрены вопросы:

* Общие положения.
* Основные понятия и состав персональных данных работников.
* Перечень должностей ОО, которые имеют доступ к персональным данным;
* Сбор, обработка и защита персональных данных.
* Передача и хранение персональных данных.
* Доступ к персональным данным работников.
* Ответственность за нарушение норм, регулирующих обработку и защиту персональных данных.

В ОУ имеется типовая форма согласия на обработку персональных данных работников и обучающихся, а также типовая форма разъяснения субъекту персональных данных юридических последствий отказа предоставить свои персональные данные.

**Рекомендации и выводы:**

1. В ОУ соблюдаются требования и нормы Федерального закона

«О персональных данных» № 152-ФЗ.

1. Рекомендуется следовать «Положению по обработке персональных данных» при внедрении регионального сегмента единой федеральной межведомственной системы учета контингента обучающихся по основным образовательным программам.

Ответственный за организацию УВР \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Савельева М.П.

С результатами справки ознакомлены: 08.06.2016г.